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This Addendum provides responses to the questions received regarding the referenced RFP. 

 

Questions and Answers 
 

1. Question: What operating system(s) (and how many) are those database servers are running (e.g. 

Windows, Linux, etc.)? 

 

Response: Windows (~88) and Oracle Linux (~12).  

 

2. Question: Are the database files located on the database server machine(s)? 

 

Response: Yes.  

 

3. Question: What are the OS’s required for laptops, desktops, and servers? 

 

Response: Windows (Laptop and Servers) and Linux (Server only).  

 

4. Question: Requesting further clarification on what you mean “Provide support for MFA key 

access”? 

 

Response:   We want to know if the product will support multi-factor authentication for 

administrators to start remote scans, set up policy, etc. 

 

5. Question: Requesting further clarification on Windows and Linux Servers - What are the OS 

requirements? 

 

Response: Requirements include: Win 7, Win 10, Server 2008 r2, Server 2012 r2, Server 2016r2, 

Debian, and Oracle Linux.  
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6. Question: Please provide tools SAWS is currently using – if any? 

a. Endpoint protection for laptops and mobile devices 

b. ICS protection 

c. Discovery tools 

d. HSM Key product(s) that maybe required (ESKM, HSM) 

e. SIEM system (ArcSight, Splunk, other) 

 

Response: SAWS is currently using the following tools:  

a. Symantec 

b. None 

c. None 

d. None 

e. FortiSIEM and Splunk  

 

End of Questions and Answers 

 

End of Addendum 
 


